
No. 2/2022 
Editors: 
René Bösch
Franca Contratto
Benjamin Leisinger
Ralph Malacrida 
Thomas U. Reutter
Patrick Schleiffer 
Philippe A. Weber 
Thomas Werlen

Securities
Highlights of the AGM season 2022  
By Anna Peter  2

Regulatory
The Impact of the revised Data Protection Act on Outsourcings by  
Swiss Financial Institutions
By Leo Rusterholz 3

Collective Redress in Switzerland and the EU – Where does it stand?
By Thomas Werlen / Konstantin Oppolzer / Jonas Hertner 11

News | Deals & Cases
Initial Public Offering EPIC Suisse AG 17

Kantonsspital Aarau AG's Issuance of Green Bonds 17

Feintool International Holding AG's Rights Offering 17

Mobimo Holding AG's Rights Offering  18

Sonova's Issuance of Dual-Tranche Bonds 18

Zürcher Kantonalbank's Issuance of Fixed-to-Floating Rate Tier 2 Bonds 18

Bell Food Group's Issuance of Bonds 19

Credit Suisse AG's Registered Offering of Senior Notes 19

Geberit's Bond Offering 19

Credit Suisse Group AG's Issuance of Bail-inable Notes 19

UBS Group AG's Issuance of EUR 1Fixed Rate/Fixed Rate Senior Notes  
under its Senior Debt Programme 20

Roche's Issuance of Senior Notes and Bonds 20

Events
19th Zurich Conference on Developments in Financial Markets Law 20

Quo Vadis – Finanzplatz Schweiz? 21

19th Zurich Conference on Corporate Law 21

Capital Markets – Law and Transactions XVIII 21

St. Gall Conference on Financial Markets Regulation 21



C
ap

La
w

 2
/2

02
2

 | 
S

ec
ur

iti
es

page 2

Highlights of the AGM season 2022 
Reference: CapLaw-2022-14

This article provides an overview on this year's AGM season in Switzerland. It looks 
back at the AGMs already held, discusses the particularities of the season and provides 
an outlook to the next season.

By Anna Peter 

The annual general meeting (AGM) season 2022 is nearing its end. So far, the season 
was rather calm: most SMI-companies held their AGMs based on the COVID-19 
Ordinance 3 without personal attendance of shareholders. 

The Swiss Federal Council extended the term of the relevant article 27 of the 
COVID-19 Ordinance 3 already back in October 2021 to the end of 2022, which 
provided planning security for all involved players. Shareholders and proxy advisors 
were not entirely happy with the companies' decisions to hold "COVID-AGMs". When 
planning of the AGMs started, the prospects for large events in the Spring did not 
look good, so the lifting of the COVID-restrictions in early Spring 2022 just came too 
late for many companies.

Complaints regarding the missing opportunity for shareholders to interact with the 
board of directors and the management at the occasion of "COVID-AGMs" as raised 
by proxy advisors and in the media were this year heard more often than in the years 
before. Approx. two thirds of the SMI-companies explicitly offered shareholders the 
possibility to submit questions to the agenda items prior to the AGM, either by e-mail 
or via "online speaker desks" set up for this purpose, which is a significant increase 
compared to last year. The questions and answers got recorded in the minutes 
(and in the livestream, if there was any). This is obviously not a real substitute for 
live interaction, but it nevertheless gave – in particular smaller – shareholders the 
opportunity to speak up. 

As regards shareholder activism, this year, Credit Suisse was in the focus. Ethos and 
other shareholders submitted two requests for agenda items, one on climate-related 
topics that included an amendment to the articles of association and one request for 
a special audit in connection with the "Greensill" and the "Swiss Secrets" matters. 
Credit Suisse's board of directors did not support the two requests, and the AGM 
voted against both requests with large majorities. 

Finally, worth noting is that ISS made the threat real to recommend voting against the 
chair of the board of directors or the chair of the governance committee (if any) in not 
both genders are represented on the board by at least 30%. Under Swiss law, new 
disclosure rules on gender representation entered into force last year, though with 
transition periods: As concerns the board of directors of listed companies, starting in 



C
ap

La
w

 2
/2

02
2

 | 
S

ec
ur

iti
es

 | 
R

eg
ul

at
or

y

page 3

2026, if not both genders are represented on the board by at least 30%, the reasons 
for the underrepresentation and the measures taken against must be described in 
the company's annual compensation report. ISS's behaviour is remarkable – and 
problematic, in particular if the chair's performance is otherwise not objectionable. 
It should not be on ISS to shorten transition periods set by the Swiss legislator. But 
it shows how the proxy advisors are pursuing their goals regardless of potentially 
unwanted consequences.

Looking ahead, on 1 January 2023, the new Swiss corporate law will enter into force, 
which will bring new options for companies on how to hold their general meetings, 
including the possibility to hold the general meeting abroad, hold a general meeting 
simultaneously at several places, have certain shareholders participate electronically, 
or hold the general meeting entirely virtually (to the extent the articles of association 
provide so). It is not to be expected that large companies will make use of all the 
new features introduced, in particular the possibility to hold entirely virtual general 
meetings, given the difficulties associated with virtual meetings that include (very) 
large audiences. Accordingly, unless the COVID-situation gets worse again, the hope 
remains that next year, "ordinary" AGMs will finally be back. 

Anna Peter (anna.peter@homburger.ch) 

The Impact of the revised Data Protection Act on 
Outsourcings by Swiss Financial Institutions
Reference: CapLaw-2022-15

On 25 September 2020, the Swiss parliament adopted the entirely revised Data 
Protection Act (revDPA), which largely follows the regime provided by the EU General 
Data Protection Regulation (GDPR) with very limited Swiss finishes. On 3 March 2022, 
the target date for entering into force of the revDPA has been set for 1 September 
2023. The revDPA will be very relevant for Swiss financial institutions, which are already 
today subject to a multitude of regulations, including regulations that (partially) govern 
processing of personal data and outsourcing. However, the revDPA will govern data 
processing in a comprehensive manner and impact outsourcings by financial institutions 
significantly. This article provides guidance to financial institutions which outsource 
(or desire to outsource) business areas to professional service providers and sets out 
the most relevant requirements of the revDPA that such institutions need to take into 
account above and beyond what already applies out of various financial market related 
regulations to which they are subject to.

By Leo Rusterholz
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1) Data processing and outsourcing rules which already apply to Swiss 
financial institutions today

a) Data processing regulations 

Swiss financial institutions are already subject to financial market regulations partially 
covering data processing/protection (in addition to the (current) DPA, which applies 
on top), as follows:

Banks (including holders of a 'fintech license') are in particular subject to: 

 (i) banking secrecy (article 47 of the Banking Act) which protects client identi-
fying data/CID (i.e. data directly, indirectly or potentially indirectly identifying bank 
clients)  from disclosure to third parties such that clear text CID (i.e. CID that is nei-
ther anonymized nor sufficiently and properly pseudonymized (with the correlation 
table retained only by the bank) or encrypted (with the decryption means only at the 
disposal of the bank) and where the recipient can (re)identify individual bank clients 
without major efforts) may not be disclosed to an outsourcing service provider with-
out the express consent of each individual client – at least if such provider receives 
CID abroad (without going into details of the legal doctrine permitting disclosure of 
CID to Swiss (cloud) providers as agents of the bank). Such consent is customarily 
procured under the bank's general terms and conditions; and 

 (ii) the FINMA OpRisk Circular (Circular 2008/21), in particular its Annex 3, which 
specifies detailed measures with respect to the storing, processing and transferring 
of electronic CID. In case of transferring CID abroad, the related increased risks 
must be limited and such CID protected adequately.

Financial institutions subject to the Financial Institutions Act (i.e. asset managers, 
trustees, managers of collective assets, fund management companies and securities 
firms) are also subject to a professional secrecy obligation (article 69 of the Financial 
Institutions Act), whereby above remarks on banking secrecy apply mutatis mutandis.

Apart from the obligations of the DPA, which apply to all personal data processed by all 
Swiss financial institutions, Swiss labour law provisions also provide for data processing 
limitations with respect to applicants' and employees' personal data (article 328b 
of the Swiss Code of Obligations). Thereunder, applicants' and employees' personal 
data processing is only permitted if necessary for the assessment of job suitability or 
for the performance of the employment contract. Further processing is only possible 
(i) to the extent a specific law grants the employer the right to process certain 
employee data (e.g. tax, healthcare, social security regulation, etc.) or (ii) according 
to legal doctrine if justified by the employee's consent, to the extent such consented 
data processing is solely to the benefit of the employee. Recent case law however 
suggests that article 328b is only a data processing principle and that the (free and 
informed) consent may also justify further processing not solely to the employee's 
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benefit. In any event, the limitations on data processing in the employment context 
will remain unaffected by the revDPA and must be duly considered, in particular when 
transferring such protected data within an HR outsourcing. 

b) Outsourcing regulations

Swiss financial institutions are further subject to a variety of outsourcing related 
regulations, which also vary significantly in their extent depending on the type of 
financial institution concerned. 

Banks (including holders of a fintech license) are regulated most extensively and are 
in particular subject to: 

 (i) the FINMA Outsourcing Circular (Circular 2018/03), which also applies to in-
surers, reinsurers, securities firms, managers of collective assets, fund management 
companies and self-managed investment companies with variable capital (SICAV). 
It provides for compliance with detailed requirements (when such in-scope institu-
tions outsource a significant business area), including a requirement to keep an in-
ventory of all outsourced services and to conclude a written agreement setting out 
(among others) security and business continuity requirements, audit and inspection 
rights and early information on use or replacement of subcontractors (providing sig-
nificant functions), including a transfer of all of the provider's obligations to such 
subcontractor, and related termination rights. Additional requirements apply in case 
of outsourcing abroad (see 4.). In the course of a major overhaul, all data protection 
related requirements were removed from this Circular;  

 (ii) the FINMA Guidance on the Duty to Report Cyber Attacks (Guidance 
05/2020), which applies to all FINMA-supervised institutions, providing for proce-
dures, deadlines (whereby an initial notification to FINMA must be made within 24 
hours of the attack) and (minimum) content of notifications related to cyberattacks 
essential for supervision. If a financial institution outsources essential functions, it is 
also responsible for notifications of (essential) cyberattacks at its outsourcing ser-
vice provider (related to such outsourced function).

 (iii) three chapters (business continuity management strategy, business impact 
analysis and business recovery options) of the Swiss Bankers Association's Rec-
ommendations on Business Continuity Management (BCM), which have been 
recognized by FINMA to constitute a binding minimum standard.

Financial institutions subject to the Financial Institutions Act (even those not 
already covered by the FINMA Outsourcing Circular) are (also) subject to outsourcing 
related provisions under articles 14, 27 (applicable only to managers of collective 
assets), 35 (applicable only to fund management companies), 64 and 68 of the 
Financial Institutions Act, as more detailed in articles 15-17 of the Financial Institutions 
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Ordinance, which among others also provide for a duty to conclude an agreement with 
certain minimum content.

2) Rules that Swiss financial institutions will need to comply with under 
the revDPA

a) Additional (new) rules and obligations

i) Data subjects' individual rights

Data subjects will continue to have a right to access their personal data. Such right 
covers access to information on the controller, processed data (including their source, 
if available), data recipients and processing purpose and under the revDPA also the 
duration of data retention and the logic behind automated decision making (see below 
under ii), as applicable. Although access rights already arise out of articles 16 (as 
more detailed in article 19 Financial Services Ordinance) and 72/73 of the Financial 
Services Act (which applies to financial service providers, client advisers and producers 
and providers of financial instruments and sets out among others that clients are 
entitled to receive a copy of all documents concerning them and prepared within 
the context of the business relationship), the access right under the DPA/revDPA 
arguably goes beyond foregoing requirements, such that in essence all documents 
containing any personal data of the requesting data subject must be disclosed (subject 
to certain limitations set in the DPA/revDPA and by recent case law as regards fishing 
expeditions in preparation of litigation for which the access right may not be abused). 

Data subjects will further have a new right to intervene in case of automated 
decision making (and may generally request to express their point of view and have 
the decision reviewed by a person) and a new right to data portability (i.e. to receive 
own personal data in a commonly used electronic format, where the processing 
is (i) carried out by automated means and (ii) based on consent or occurs in direct 
connection with the conclusion or performance of a contract; and to request transfer of 
such data to another controller if it does not involve a disproportionate effort).

Thus, when entering into an outsourcing arrangement, the financial institution 
must clarify what processes the service provider implements in order to be able to 
comply with data protection related requests exercised by data subjects of the data 
it controls (and transfers to the outsourcing service provider for processing). The 
outsourcing institution should of course also establish a process to address related 
requests efficiently, including contractual provision of necessary assistance by the 
outsourcing service provider (as already required under the GDPR for commissioned 
data processing).

ii) Governance and process rules

The revDPA foresees extended (active) information duties (at the time of collection 
of personal data): Data subjects must at least be informed about the controller's 
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identity and contact details; processing purpose(s); in case of disclosure to third parties, 
recipients (or categories of recipients); in case of disclosure abroad, the jurisdiction 
where the data is transferred to and implemented safeguards, as applicable; and any 
decisions solely based on automated data processing and having legal effects or 
significantly affecting the data subject. Although mostly in line with the GDPR, the 
revDPA also requires disclosure of every single jurisdiction where personal data is 
being transferred to, irrespective of whether such jurisdiction provides for adequate 
data protection legislation or not (Swiss finish). I.e., if in the course of an outsourcing 
personal data is being transferred to multiple jurisdictions within the EEA (by the service 
provider), still every single EEA member state needs to be disclosed and therefore the 
template wording provided by the outsourcing service providers will often need to be 
(slightly) adjusted. 

The revDPA further introduces a duty to maintain records of data processing 
activities, which must at least include information on the controller/processor, 
purpose(s), data categories, recipients and destination jurisdiction. Exemptions apply 
for companies with less than 250 employees and low risk data processing activity 
(as further determined in the corresponding ordinance). The GDPR's corresponding 
exemption only applies if – further to the revDPA’s prerequisites – data are only 
processed occasionally and no special categories of data or data relating to criminal 
convictions and offences are processed. Financial institutions may comply with this 
obligation by extending the inventory of outsourced services (to be kept in accordance 
with the FINMA Outsourcing Circular) by the respective information required under 
the revDPA, which again entails obtaining the relevant information also from the 
outsourcing service provider. That being said, a lot of information to be maintained in 
the data processing records must (albeit in much less detail) also be notified to the data 
subjects, which is customarily done in aggregate by setting the general information out 
in a publicly available privacy policy. 

Data processing may be assigned to a processor (either) by agreement (or by law). 
However, under the revDPA, a processor may no longer engage a sub-processor 
without the prior authorization by the controller (which may be given in general or 
only with respect to certain pre-approved sub-processors). In contrast to the GDPR, 
the revDPA does not prescribe any (minimum) content for such data processing 
agreements or audit rights by the controller. Financial institutions must note that 
data processing may only be commissioned if no statutory (or contractual) secrecy 
obligation prohibits such data processing (in particular transfer and disclosure of CID). 
Existing data processing agreements must therefore be reviewed and amended, as 
necessary. That being said, the FINMA Outsourcing Circular already prescribes similar 
requirements and therefore, for a large amount of financial institutions (in scope of 
the Circular), no additional obligations may arise out of the revDPA (in particular as it 
prescribes no minimum content). 
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Under the revDPA, controllers must perform a Data Protection Impact Assessment 
(DPIA) (including a description of the envisaged processing and an assessment of 
risks and protective measures) whenever it appears that an envisaged data processing 
activity is likely to lead to a high risk to personality or fundamental rights of data subjects 
(e.g. in case of processing of sensitive personal data on a broad scale). The controller 
must generally consult with the Federal Data Protection and Information Commissioner 
(FDPIC) prior to such processing, if the DPIA indicates that the contemplated 
processing may be of a high-risk nature despite any measures taken. Outsourcing of 
general business processes may often not justify a DPIA, however depending on the 
outsourced activity concerned, a DPIA may become necessary.

Data breaches that are likely to lead to a high risk to the personality or fundamental 
rights of the data subject(s) concerned must be notified to the FDPIC as quickly as 
possible (contrary to the GDPR which prescribes a 72-hour period, where feasible) 
including the type of breach, its consequences and implemented (or planned) 
measures. If necessary for the protection of the data subject(s) or if requested by 
the FDPIC, the respective data subjects must also be notified. Again, a more detailed 
data breach notification (including binding deadlines) is already provided for under the 
FINMA Guidance 05/2020, such that for all FINMA-supervised financial institutions, 
no additional requirements as regards subject matter (the FINMA Guidance 05/2020 
even applies to (essential) cyberattacks related to non-personal data) and process may 
actually arise (since many data breaches under data protection legislation will arguably 
arise following a cyberattack; that being said, an accidental disclosure of personal 
data to unauthorized third parties without any actual attack is still a data breach under 
relevant data protection laws). The recipient of the data breach notification is however 
different (on one hand FINMA and FDPIC and data subjects, as applicable, on the 
other).

b) Reliefs

i) General reliefs

Personal data pertaining to legal entities are no longer in-scope of the revDPA, which 
corresponds to the GDPR and most foreign data protection laws. It should be noted, 
however, that whenever dealing with a legal entity, the personal data of employees or 
other staff acting on the behalf of such legal entity is still personal data of respective 
individuals subject to the full protection of the data protection laws. Financial institutions 
should further note that the banking and financial institutions secrecy continues to 
apply to all types of clients, i.e. also clients that are legal entities.

The obligation to notify (and register with) the FDPIC any data files (i.e. a collections of 
personal data with a structure facilitating a search for data on a particular individual) if, 
among others, (clear text) personal data is regularly transferred to a third party (which 
is the case in most outsourcings) is removed under the revDPA and replaced by the 
duty to maintain records of processing activities. 
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ii) Relief applicable under particular circumstances

To the extent a data protection advisor (who meets certain prerequisites set out in 
the revDPA) has been appointed and notified to the FDPIC, the consultation of such 
advisor (who may also be a group data protection officer or third party located abroad) 
may substitute the otherwise required consultation of the FDPIC following a DPIA, 
as applicable. Contrary to the GDPR, there will be no obligation to appoint a data 
protection advisor. 

3) Swiss financial institutions already subject to (or compliant with)  
the GDPR

Many Swiss financial institutions already comply with the GDPR because they are 
subject to it by way of its extra-territorial application (in particular, if they process 
personal data of data subjects resident in the EEA while offering financial services 
to them) or because they are part of an international group, which decided to 
implement GDPR compliance for all (including its Swiss) group entities in the interest 
of consistency and scalability. Such institutions have a significant advantage in 
preparing for compliance with the revDPA since many of the new provisions follow the 
corresponding provisions of the GDPR (albeit often with a lighter Swiss touch) and the 
revDPA provides for very limited Swiss finishes as described in this article.

It should, however, be clarified in every outsourcing/data processing agreement that 
the outsourcing service provider may not process (or sub-process) personal data/client 
data for its own purposes (in order to avoid that the outsourcing service provider acts 
as a controller) and that proper references are made to client data as such term is 
defined and protected by relevant secrecy laws, which definition is (i) different from 
personal data under the GDPR (Swiss resident data subjects must be captured) and 
also (ii) wider than personal data under the revDPA (see above b) i)). 

4) Cross-border transfers
Cross-border disclosure to any jurisdiction providing an adequate level of data 
protection remains permitted under the revDPA. However, the Federal Council (instead 
of the FDPIC as currently) will decide on the jurisdictions providing such adequate 
data protection legislation. For transfers to other countries, data exporters may rely 
on treaties, contractual clauses notified to the FDPIC in advance or pre-approved 
standard contractual clauses (such as the 2021 SCCs set out in the Annex to the EU 
Commission Implementing Decision 2021/914, as recognized by the FDPIC subject 
to certain additions required for compliance with Swiss law) or binding corporate rules 
(BCR). The duty to notify the FDPIC in case cross-border transfer is based on pre-
approved standard contractual clauses or BCR is removed. 

As a notable Swiss finish, every country to which (clear text) personal data is transferred 
must be disclosed (irrespective of whether or not such destination country provides for 
adequate data protection legislation – however, if it does not, the risks of transfer in 



C
ap

La
w

 2
/2

02
2

 | 
R

eg
ul

at
or

y

page 10

relation to the data protection level in such destination country must also be properly 
disclosed). Thus, simply stating that e.g. "personal data will be transferred to countries 
outside the EEA, UK and Switzerland, including the U.S.", will no longer be sufficient. 

When outsourcing to a jurisdiction not providing for adequate data protection 
legislation (such as the U.S.) and thereby (clear text) personal data is transferred, 
the financial institution must (from a data protection perspective) either: obtain the 
(informed) consent of each data subject individually, or put measures in place to 
ensure that the data is adequately protected in the relevant jurisdiction (e.g. sufficient 
contractual guarantees or BCR, whereby the latter is only possible if the outsourcing 
takes place within a legal entity or among legal entities under common control and 
if all involved parties are subject to the BCR). However, such data protection related 
measures substituting the consent arising out of data protection laws will not substitute 
the necessary consent under applicable secrecy laws (see 1. above). Thus, in most 
cases if clear text (personal) data of clients is transferred/disclosed to an outsourcing 
service provider, obtaining consent from such clients with respect to applicable secrecy 
laws cannot be avoided. It is further important to note the following: Pseudonymized/
encrypted data is still personal data for all purposes as regards data processing by the 
owner of the correlation table/decryption means – only the transfer (and subsequent 
processing) of pseudonymized/encrypted data to a provider (who does not have 
access to the correlation table/decryption means) is out of scope of the DPA/revDPA.

Further, while under data protection focused regulations (i.e. DPA/revDPA and the 
GDPR) only a transfer to a country not providing for adequate data protection legislation 
triggers additional requirements, under financial market focused regulations for 
financial institutions, any transfer abroad (even to countries providing for an adequate 
data protection legislation) triggers the corresponding additional requirements. 
In particular, the FINMA Outsourcing Circular prescribes that data necessary for 
restructuring or resolving in-scope financial institutions must at all times be accessible 
in Switzerland (i.e. actually stored/mirrored in Switzerland). Hosting abroad only, even if 
access is guaranteed at all times with redundant servers, etc., is not sufficient to meet 
this requirement.

5) No transitional period
The financial institutions must adapt their data processing activities to the new regime 
until the revDPA (and the implementing ordinance, which is still being finalized by the 
Federal Council following the consultation conducted last year) enter into force, as no 
transitional provisions apply (under the GDPR, a transitional period of two years applied 
after entering into force of the GDPR). One notable exception to this rule is that the 
new provision on the duty to conduct a DPIA does not apply to processing activities 
initiated before the entry into force of the revDPA, provided the purpose of processing 
remains unchanged and no new personal data is being collected.
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In anticipation of the large amount of work also the FDPIC will need to perform related 
to the revDPA, the budget of the FDPIC has been increased by approximately 1.2m 
Swiss francs (i.e. 19%) compared to last year, including 7 additional FTEs (increasing 
the total FTE of the FDPIC to 37). This may also be taken as an indication that the new 
rules affecting a large amount of companies significantly will be enforced by the FDPIC 
(whose administrative powers were increased considerably without however having the 
competence to issue fines) as soon as the revDPA enters into force.

Leo Rusterholz (leo.rusterholz@lenzstaehelin.com) 

Collective Redress in Switzerland and the EU –  
Where does it stand?
Reference: CapLaw-2022-16

Collective redress has been one of the most debated topics in the field of civil procedure 
over the last decades in both Switzerland and the European Union. Recently, there 
have been several new developments: In the European Union, member states are in 
the process of adopting national laws implementing the EU directive on collective 
redress, with the deadline for implementation of December 2022 fast approaching. 
In Switzerland, the Federal Council submitted its proposal for collective redress 
measures to Parliament in December 2021, where it is currently considered in the legal 
commissions of both chambers of the Parliament. This article sets out and assesses 
key points of the Federal Council’s proposal against the background of the collective 
redress measures in the European Union.

By Thomas Werlen / Konstantin Oppolzer / Jonas Hertner

1) Overview
In this article we set out and assess key points of the Swiss Federal Council's proposal 
on collective redress measures (BBl 2021 3049) ("Proposal"), also considering the 
collective redress measures recently introduced in the European Union. We first recall 
the need for collective redress measures in Switzerland (below 2.). Subsequently, 
we set out the key elements of the Proposal, which was submitted to Parliament, 
together with the Federal Council's dispatch (BBl 2021 3048) ("Dispatch"), on 10 
December 2021 (below 3.). As an excursus, we review the current situation in the 
European Union, where collective redress measures were adopted with the directive 
on representative actions for the protection of the collective interests of consumers 
(2020/1828) ("EU Directive") and member states have until 25 December 2022 
to implement the EU Directive into their national laws (below 4.). We then assess 
the Proposal taking into account the EU Directive (below 5.). Finally, we give a short 
outlook on collective redress in the European Union and Switzerland (below 6.). 
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2) The current situation in Switzerland 

Individual claimants, in particular private individuals and small and medium-sized 
companies, who seek compensation for damage that can be described as dispersed 
damage (small damage suffered by a multitude of persons, e.g., excessive credit card 
charges) or mass damage (considerable damage suffered by a multitude of persons, 
e.g., damages to the health of patients due to defective medication) regularly face an 
uphill battle when trying to enforce such claims in legal proceedings in Swiss courts. 

Already in 2013, the Swiss Federal Council described the Civil Procedure Code 
("CPC") in its current form as lacking effective tools for collective redress (VPB 
2013.7a, p. 101–102; BBl 2021 3048, p. 7). This is primarily because the CPC is 
based on the concept of an individual proceeding between single or several parties, but 
not proceedings involving hundreds or even thousands of injured parties. Indeed, the 
instruments for collective action, which the CPC provides in its current form, such as 
the joinder of parties or joinder of actions or a group action, have not proven adequate 
substitutes for effective collective legal action from any perspective. 

The gaps in this regard in the current law have been demonstrated by a number 
of cases in Switzerland in the recent years. Among the more prominent cases 
is "Dieselgate", in which the Swiss Federal Supreme Court denied the claimant 
Stiftung für Konsumentenschutz ("SKS"), a consumer protection association, the 
right to represent approximately six thousand damaged parties, who had assigned 
their claims – all arising from essentially the same set of circumstances – to SKS, 
against Volkswagen and AMAG due to formal issues. The damaged parties are instead 
expected to bring their claims individually against Volkswagen (to the extent their 
respective individual situations allow). 

As noted by the Swiss Federal Council, enforcing claims arising from mass damage 
or dispersed damage situations can be problematic for individual claimants. Particular 
hurdles include the fact that individual claimants may lack the funds required to conduct 
thorough evidence-gathering, to obtain expert opinions and to instruct specialized 
attorneys. Corporate defendants, in turn, may have made provisions for costly litigation 
and would typically be represented by specialized law firms that have litigated similar 
cases for their client and thus have built up considerable experience and information 
on the matter in dispute.

Certain features of the Swiss legal system exacerbate the disadvantages of individual 
claimants in such situations. Among other factors, Switzerland is an expensive place 
to litigate comparatively small claims: In some cantons, procedural costs can easily 
amount to the claim in question if smaller claims are brought before court (whereas 
Switzerland is often chosen as a forum with reasonable procedural costs if the amount 
in dispute is high). For individuals that are neither wealthy nor poor enough to benefit 
from legal aid, legal proceedings can thus pose a considerable financial risk. The same 
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applies for small and medium sized companies. Both, however, may be exactly the 
damaged parties in a case such as "Dieselgate".   

Swiss procedural law is furthermore restrictive regarding requests to obtain evidence in 
the possession of the other side. At the same time, Swiss courts apply a high standard 
of proof and generally expect a high quality and quantity of evidence to be provided. It 
requires well-versed attorneys to navigate evidence related questions in proceedings. 
Again, this leaves individuals and small and medium sized companies in a problematic 
asymmetric position when they litigate against corporations about products or services 
they provide.

The Swiss Federal Council concludes that these factors result in an asymmetry between 
claimants and defendants which in many cases essentially bar injured parties from 
obtaining just compensation for dispersed or mass damage. Against that background, 
it is today widely accepted that there is a gap in legal protection for individuals and 
small and medium sized companies with legitimate dispersed and mass damage claims 
in the Swiss legal system which needs to be addressed.

3) The Swiss Federal Council’s proposal
As described in section 2 above, the Swiss Federal Council identified in 2013 the 
need to close the gap in legal protection for parties injured dispersed or mass damage 
situations (VPB 2013.7a, p. 61; BBl 2021 3048, p. 2). In 2018, the Federal Council 
thus included a proposal on certain collective redress measures in the context of the 
revision of the Civil Procedure Code ("CPC") in its consultation procedure (<https://
www.bj.admin.ch/ejpd/de/home/aktuell/news/2018/2018-03-02.html>; BBl 2021 
3048, p. 2). Due to considerable opposition towards the proposal, the Federal Council 
subsequently decided to separate it from the remaining revision of the CPC. Finally, 
on 10 December 2021, the Federal Council submitted the Proposal and Dispatch to 
Parliament. The Proposal now includes the following (BBl 2021 3048, p. 2–3; BBl 
2021 3049):

1. The scope of the already existing group action, which allows certain associations 
to bring claims on behalf of a group (Art. 89 CPC) is to be expanded: While in 
its current form the group action is limited to violations of the personality of the 
members of a group, the Federal Council proposes to apply it also to other vi-
olations of rights. As before, the group action shall, however, be directed at the 
omission or correction of a violation of the law or the determination of the unlaw-
fulness of a violation (BBl 2021 3048, p. 2).

2. In addition, certain associations shall be authorized to bring monetary compensa-
tion claims: such associations may bring an action in their own name and at their 
own risk asserting claims of individuals who opted-in, either by a prior authoriza-
tion or by expressly joining the action (BBl 2021 3048, p. 2-3). 
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3. Furthermore, the Federal Council proposes new rules on collective settlements. 
Collective settlements shall generally be binding for all individuals opting in. 
However, under certain circumstances, there shall also be the option of opt-out 
settlements which include affected persons not having opted-out. Collective set-
tlements shall furthermore be applicable outside of an action by the association 
(BBl 2021 3048, p. 3).

The Proposal is due to be discussed in the legal commissions of both chambers of 
Parliament starting in May 2022, before it will be sent to Parliament for consideration. 
In any event, an adoption of any collective redress measures will not take place before 
2023.

4) Excursus: Efforts within the European Union to remedy the  
consumers’ gap in legal protection

Efforts to introduce collective redress measures have been underway in many juris-
dictions with a civil law tradition, notably also in European Union member states. In 
the European Union, the European Commission, in 2013, published recommendations 
for member states to introduce collective redress mechanisms into their legal sys-
tems (2013/396/EU). In 2018, the European Commission submitted its proposal for 
the EU Directive to the European Parliament and the Council of the European Union 
(COM(2018) 184 final, 2018/0089(COD)). The EU Directive, which is based on the 
European Commission's proposal, was adopted on 25 November 2020, setting mem-
ber states a deadline to implement its provisions until 25 December 2022 (Art. 25 EU 
Directive). 

The EU Directive emphasizes ensuring that a representative action mechanism for the 
protection of the collective interests of consumers is available in all member states as 
its primary objective (Art. 1(1) EU Directive). Key provisions include:

1. The EU Directive's scope is limited to certain EU regulations as well as direc-
tives with national acts implementing them (Art. 2 EU Directive). Furthermore, it 
only applies to 'consumers', i.e. natural persons acting for purposes outside their 
business, who can institute proceedings against 'traders', i.e. any natural person 
or any legal person acting for purposes relating to that person's business (Art. 3  
EU Directive).

2. Member states have to ensure that qualified entities they designate based on 
certain criteria (Art. 4 EU Directive) are entitled to seek injunctive measures and 
redress measures (Art. 7 EU Directive). Such redress measure may include opt-
in and opt-out measures, the decision of which to choose, rests with the member 
state (Para 43 EU Directive).
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3. Member states shall ensure that, where a representative action for redress 
measures is funded by a third party, conflicts of interests are prevented and that 
it does not divert the representative action away from the protection of the col-
lective interests of consumers (Art. 10 EU Directive).

4. Member states shall ensure the option of collective settlements that need to be 
approved by authorities (Art. 11 EU Directive). 

5. Member states shall ensure that, where a qualified entity has provided reasona-
bly available evidence sufficient to support a representative action, and has indi-
cated that additional evidence lies in the control of the defendant or a third party, 
if requested by that qualified entity, the court or administrative authority is able to 
order that such evidence be disclosed by the defendant or the third party in ac-
cordance with national procedural law, subject to the applicable Union and na-
tional rules on confidentiality and proportionality (Art. 18 EU Directive). 

The EU Directive effectively introduces a minimum standard of collective redress for 
the European Union. Member states, however, have considerable leeway in the imple-
mentation. In particular, member states are to choose whether they want to allow com-
prehensive opt-out measures or limit the collective redress measures to opt-in meas-
ures. The same applies for the requirements for qualified entities. The harmonization 
effects of the EU Directive will thus likely be limited. Furthermore, Annex I of the EU 
Directive limits the collective redress tools to certain EU legislative acts, and thus the 
measures being implemented will not create a general right to collective redress.

One of the provisions of the EU Directive that is described as having the most potential 
to reduce the asymmetry between consumers and corporations is that it allows claim-
ants under certain circumstances to request evidence in the control of the defendant 
or of a third party. This measure addresses the informational asymmetry that regularly 
hinders the successful enforcement mass or dispersed damage claims. While the im-
pact of the provision in practice and in particular its interplay with local procedural rules 
will have to be awaited, it may, as a gateway to a more comprehensive discovery pro-
cess, form a key element for allowing consumers not just to bring their claim but to 
also have the chance to succeed with it. 

5) Assessment of the Swiss Federal Council’s Proposal
The collective redress measures as now proposed by the Federal Council are certain to 
trigger a lively discussion in parliament, where industry interests are likely to try to water 
down the proposal, and consumer protection interests are expected to request that 
measures are further expanded. It is however expected, given the long process leading 
up to this proposal, during which the different interest factions had ample opportunity 
to provide input, that parliament will act on the widely accepted view that there is a 
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gap in legal protection for a certain group of injured parties in certain situations which 
needs to be addressed.

It will likely help that, in comparison with the EU Directive, the Proposal is relatively 
straightforward and avoiding unnecessary complexity. The Proposal reaches further 
than the EU Directive, allowing not only consumers but also small and medium sized 
companies to benefit from collective redress, and the Proposal is furthermore not 
limited to only certain laws as the EU Directive is. However, the Proposal does not 
include an opt-out model of representative action as the EU Directive does.

As a further notable point, the Proposal also seeks to address the issue of excessive 
costs in cases with relatively low amounts in dispute. In particular, the measures 
proposed are meant to allow for the bundling of claims in a way that synergies can be 
created, such as the commission of expert opinions by a group of claimants instead as 
by one single claimant.

At the same time, unlike the EU Directive, the Proposal does not include additional 
tools for claimants to obtain evidence through discovery proceedings.  

6) Outlook 
Recent developments in the European Union demonstrate that there is political 
consensus to be found on the issue of collective redress. The need for such measures 
is in fact well established. In Switzerland, where certain features of the legal system 
exacerbate the hurdles for injured parties effectively to obtain compensation for 
legitimate claims, there is a gap in legal protection to be filled. We expect thus that the 
Proposal now to be discussed in Parliament is susceptible for a political compromise, 
and that it will lead the way to an implementation of veritable collective action tools, to 
some extent perhaps inspired by the legislative projects underway in European Union 
member states.

 Thomas Werlen (thomaswerlen@quinnemanuel.swiss) 

Konstantin Oppolzer (konstantinoppolzer@quinnemanuel.swiss) 

Jonas Hertner (jonashertner@quinnemanuel.swiss)
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Initial Public Offering EPIC Suisse AG
Reference: CapLaw-2022-17

On 25 May 2022, EPIC Suisse AG announced the pricing of its IPO and start of trading 
on SIX Swiss Exchange. The offer price was set at CHF 68 per share and a total of 
2,686,567 shares were placed in the IPO, implying a market capitalisation of CHF 693 
million (before exercise of the Over-Allotment Option). EPIC will raise gross proceeds 
from the IPO of approximately CHF 183 million before exercise of the Over-Allotment 
Option (and approximately CHF 203 million if the Over-Allotment Option is exercised in 
full). The Company will use the net proceeds from the IPO predominantly to finance its 
current development projects as well as potential future acquisitions, after redeeming 
bank facilities and shareholder loans. EPIC's shares started trading on 25 May 2022 
on SIX Swiss Exchange under the ticker symbol EPIC.

Kantonsspital Aarau AG's Issuance of Green Bonds
Reference: CapLaw-2022-18

On 23 May 2022, Kantonsspital Aarau AG (KSA) completed the issuance and 
placement of its first green bond in an amount of CHF 120 million The net proceeds 
are intended to be used, amongst other things, for the financing of "Dreiklang," KSA's 
new ecological construction project. The company is committed to providing sustainable 
acute and specialized healthcare. The sustainable bond has a maturity of 15 years and 
is therefore due 2037. It is issued with a coupon of 1.65% at a price of 100.199%. 

Feintool International Holding AG's Rights Offering
Reference: CapLaw-2022-19

On 12 May 2022, Feintool International Holding AG announced the completion of its 
capital increase by way of a rights offering launched on 28 April 2022, in which Feintool 
shareholders were allocated subscription rights in proportion to their shareholdings in 
Feintool. Shares not taken up in the rights offering were subsequently sold to investors 
in a share placement. The offering resulted in proceeds of approximately CHF 202 
million, which will be used to repay the bridge financing for the acquisition of Kienle 
+ Spiess, to finance growth investments and for general corporate purposes. UBS 
acted as sole global coordinator and bookrunner and ZKB as bookrunner in this rights 
offering.
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Mobimo Holding AG's Rights Offering 
Reference: CapLaw-2022-20

On 6 May 2022, Mobimo Holding AG completed its rights offering and listing of shares 
on SIX Swiss Exchange arranged by UBS and ZKB. The capital increase was made 
by way of a rights offering launched on 21 April 2022, in which Mobimo shareholders 
were allocated subscription rights in proportion to their shareholdings in Mobimo. 
Shares not taken up by Mobimo shareholders were subsequently sold to investors in 
a share placement. Mobimo has issued 660,154 registered shares with a par value 
of CHF 3.40 each leading to gross proceeds in an amount of approximately CHF 
162 million. The proceeds raised from the capital increase will be used to support the 
execution of Mobimo's growth strategy and the realisation of its development projects 
while maintaining a strong capital base.

Sonova's Issuance of Dual-Tranche Bonds
Reference: CapLaw-2022-21

On 2 May 2022, Sonova Holding AG successfully placed CHF 450 million Bonds. The 
Bonds are governed by Swiss law and are to be listed on the SIX Swiss Exchange. The 
Bonds will be issued in two tranches, the first tranche with a duration until 2029 and 
a coupon of 1.050% and the second tranche with a duration until 2032 and a coupon 
of 1.400%.

Zürcher Kantonalbank's Issuance of Fixed-to-Floating Rate 
Tier 2 Bonds
Reference: CapLaw-2022-22

On 13 April 2022, Zürcher Kantonalbank successfully completed its issuance of EUR 
500 million 2.020 per cent. Fixed-to-Floating Rate Tier 2 Bonds due 2028. The Bonds 
are regulatory capital instruments that are eligible to fulfil Zürcher Kantonalbank's 
Swiss gone concern requirements.
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Bell Food Group's Issuance of Bonds
Reference: CapLaw-2022-23

On 11 April 2022 Bell Food Group placed CHF 300 million bonds with a term to 
maturity of 7 years. The net proceeds will be used to refinance the existing bond that 
matured on 16 May 2022 as well as for general financing purposes, in particular for 
the investment programme for Switzerland. With this investment programme, the Bell 
Food Group is investing in its core Swiss business in order to further strengthen its 
productive capacity.

Credit Suisse AG's Registered Offering of Senior Notes
Reference: CapLaw-2022-24

On 7 April 2022, Credit Suisse AG completed its registered offering of USD 2.5 billion 
aggregate principal amount of senior notes. The offering consisted of USD 2.1 billion 
aggregate principal amount of 3.700% senior notes due 2025 and USD 400 million 
aggregate principal amount of floating rate senior notes due 2025. The notes were 
issued under Credit Suisse AG's U.S. medium-term note program and pursuant to its 
shelf registration statement of file with the U.S. Securities and Exchange Commission.

Geberit's Bond Offering
Reference: CapLaw-2022-25

On 29 March 2022, Geberit AG completed the issuance and placement of CHF 150 
million fixed rate bonds with a term of 5.5 years and a coupon of 0.75%. The Bonds 
have been admitted to trading and listed on SIX Swiss Exchange.

Credit Suisse Group AG's Issuance of Bail-inable Notes
Reference: CapLaw-2022-26

On 24 March 2022, Credit Suisse Group AG successfully completed its issuance of (i) 
EUR 2 billion aggregate principal amount of 2.125 per cent. Fixed Rate Reset Senior 
Callable Notes due 2026 and (ii) EUR 1.5 billion aggregate principal amount of 2.875 
per cent. Fixed Rate Reset Senior Callable Notes due 2032 under its Medium Term 
Note Programme. The Notes are bail-inable bonds that are eligible to count towards 
Credit Suisse Group AG's Swiss gone concern requirement.
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UBS Group AG's Issuance of EUR 1Fixed Rate/Fixed 
Rate Senior Notes under its Senior Debt Programme
Reference: CapLaw-2022-27

On 21 March 2022, UBS Group AG successfully completed its issuance of EUR 1.5 
billion in aggregate principal amount of 1.000 per cent. Fixed Rate/Fixed Rate Callable 
Senior Notes due March 2025 under its Senior Debt Programme. The Notes are bail-
inable (TLAC) bonds that are eligible to count towards UBS Group AG's Swiss gone 
concern requirement.

Roche's Issuance of Senior Notes and Bonds
Reference: CapLaw-2022-28

On 10 March 2022, Roche Holdings, Inc. successfully completed its issuance of 
USD 5 billion in aggregate principal amount of senior notes, consisting of USD 1.25 
billion 1.882% Notes due 2024, USD 1 billion 2.132% Notes due 2025, USD 1,25 
billion 2.314% Notes due 2027, USD 750 million Floating Rate Notes due 2023, 
and USD 750 million Floating Rate Notes due 2025. The notes are irrevocably and 
unconditionally guaranteed by Roche Holding Ltd.

Moreover, on 25 February 2022 Roche Kapitalmarkt AG issued bonds guaranteed 
by Roche Holding Ltd. The transaction consists of a CHF 1.25 billion tranche due 
November 2022, a CHF 825 million tranche due February 2027, a CHF 625 million 
tranche due February 2031 and a CHF 300 million tranche due February 2037.

19th Zurich Conference on Developments in Financial 
Markets Law (19. Zürcher Tagung zu Entwicklungen  
im Finanzmarktrecht)

Tuesday, 14 June 2022, Lake Side, Zurich

https://www.eiz.uzh.ch/EIZ/web/eiz/event/Finanzmarktrecht2022.aspx
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Quo Vadis – Finanzplatz Schweiz?

Thursday, 1 September 2022, University of Zurich, Zurich

https://www.eiz.uzh.ch/EIZ/web/eiz/event/QuoVadis2022.aspx

19th Zurich Conference on Corporate Law 
(19. Zürcher Aktienrechtstagung)

Wednesday, 7 September 2022, Hotel Metropol, Zurich

https://www.eiz.uzh.ch/EIZ/web/eiz/event/Aktienrecht2022.aspx

Capital Markets – Law and Transactions XVIII 
(Kapitalmarkt – Recht und Transaktionen XVIII) 

Tuesday, 22 November 2022, Metropol, Zurich

https://www.eiz.uzh.ch/EIZ/web/eiz/event/Kapitalmarkt2022.aspx

St. Gall Conference on Financial Markets Regulation 
(St.Galler Tagung zur Finanzmarktregulierung)

Tuesday, 29 November 2022, Haus zum Rüden, Zurich

https://lam.unisg.ch/tagung/finanzmarktregulierung

In light of the new data protection laws, CapLaw has released a privacy statement. The privacy statement, 
as updated from time to time, is available on our website (see http://www.caplaw.ch/privacy-statement/). 
For any questions you may have in connection with our data processing, please feel free to contact us at 
privacy@caplaw.ch.


